Major Legislation Passed After 9/11
Document A-D

Document A: USA PATRIOT ACT, October 26, 2001. 
 USA Patriot is an acronym for “Uniting and Strengthening America by Providing Appropriate Tools Required to Intercept and Obstruct Terrorism.” 

Section 102: Declaration that Arab Americans, Muslim Americans, and Americans from South Asia are entitled to the full rights of every American and that their civil rights and liberties must be protected. 

Section 206: Allows for roving wiretaps under the Foreign Intelligence Surveillance Act, which allows the issuance of a court order the government to employ electronic surveillance of a foreign power or agent of a foreign power. 

Section 209: Allows law enforcement to seize voice mail messages pursuant to a warrant

Section 213: Allows law enforcement to delay notice that may be required to be given of a search warrant if the “court finds reasonable cause to believe that providing immediate notification of the execution of the warrant may have an adverse result.” 

Section 215: Allows the Director of the Federal Bureau of Investigation “access to certain business records for foreign intelligence and international terrorism investigations” where such investigation is to be “conducted under guidelines approved by the Attorney General.” 
Section 216: Allows a Pen Trap, a device that records the numbers dialed but not the content of the conversation, to be applied to internet dialing and email. 

Section 411: Denies admissibility to the United States to an alien who is a member or 

representative of a terrorist organization or of a group whose endorsements of terrorism undermines U.S. counterterrorism efforts, or to an alien who has used his position of prominence in any country to endorse terrorism or persuade others to support terrorism in a way that undermines U.S. counterterrorism efforts.

Document B: National Security Agency (NSA) – Domestic Spying Program

Top-secret government documents were leaked, or released to the press without permission. They revealed that the telecommunications company Verizon provides the National Security Agency (NSA) with the phone records of millions of its customers. So far there is no evidence that the agency listens to people’s phone calls. But it does store information such as whom a person calls and how long the conversations last.

Some government officials say they need all of this information to keep the U.S. safe from terrorists.

In June, a private contractor working for Booz Allen Hamilton leaked classified presentation slides that detailed the existence and the operations of PRISM: a mechanism that allows the government to collect user data from companies like Microsoft, Google, Apple, Yahoo, and others. While much of the program — and the rest of the NSA’s surveillance efforts — are still shrouded in secrecy, more details are coming to light as the public, as well as its advocates and representatives, pressure the government to come clean about domestic spying.

PRISM is a tool used by the US National Security Agency (NSA) to collect private electronic data belonging to users of major internet services like Gmail, Facebook, Outlook, and others. It’s the latest evolution of the US government’s post-9/11 electronic surveillance efforts, which began under President Bush with the Patriot Act, and expanded to include the Foreign Intelligence Surveillance Act (FISA) enacted in 2006 and 2007.

Document C: Executive Order 13228 of October 8, 2001

Establishing the Office of Homeland Security and the Homeland Security Council

Section 1. Establishment. I hereby establish within the Executive Office of the President an Office of Homeland Security (the "Office") to be headed by the Assistant to the President for Homeland Security.

Sec. 2. Mission. The mission of the Office shall be to develop and coordinate the implementation of a comprehensive national strategy to secure the United States from terrorist threats or attacks. The Office shall perform the functions necessary to carry out this mission, including the functions specified in section 3 of this order.

Sec. 3. Functions. The functions of the Office shall be to coordinate the executive branch's efforts to detect, prepare for, prevent, protect against, respond to, and recover from terrorist attacks within the United States.
Document D: Military Tribunals and Guantanamo

In the final hours before adjourning in 2006, Congress passed and the president signed the Military Commissions Act (MCA). 
The MCA eliminates the constitutional due process right of habeas corpus for detainees at Guantánamo Bay and elsewhere. It allows our government to continue to hold hundreds of prisoners for more than five years without charges.

It also gives any president the power to declare — on his or her own — who is an enemy combatant, decide who should be held indefinitely without being charged with a crime and define what is — and what is not — torture and abuse.







